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National Cancer Institute (NCI), Division of Cancer Prevention (DCP)

Data Management Requirements

Purpose

· Data Management is the management of data elements collected during the conduct of a clinical trial funded by DCP to ensure the quality and accuracy of data, compliance with Federal regulations and Good Clinical Practice guidelines.  

· A Data Management Plan (DMP) is a document prepared by the Consortium Principal Investigator and approved by the NCI, DCP. Organizations conducting chemoprevention trials in the DCP Chemoprevention Consortia will demonstrate the above by preparing a DMP for review and approval by DCP prior to protocol initiation.

· The purpose of the DMP is to assure that sites have acceptable procedures and controls in place to ensure protection of human subjects and the authenticity, integrity, and confidentiality of the study data.

General Requirements:

· DCP requires that data management practices comply with Federal regulations (21 CFR Part 11) and Good Clinical Practice (GCP) Guidelines.  

· DCP requires that organizations conducting clinical trials under DCP funding demonstrate their intent and capability of complying with Federal regulations and GCP.

· The Consortium Principal Investigator has ultimate responsibility for ensuring that Consortium protocols are performed in compliance with the DCP Data Management Requirements and according to the DCP-approved DMP.

· Each protocol conducted through the DCP Chemoprevention Consortia will have a DMP that includes the Lead Organization and all Participating Organizations.

· Participating Organizations will use the DCP-hosted electronic systems to report clinical data.

· DCP requires that site staff that performs any aspect of data management, or use of DCP-hosted electronic systems have the education, training, and experience to perform their assigned tasks.

Site Responsibility: 

· The Consortium Principal Investigator is responsible for all aspects of the Site Data Management Plan.

· The Consortia Lead Organization will submit a list of staff with data management responsibilities to DCP. The list shall include:

· Names of staff at the Lead Organization and Participating Organizations who perform the function of case report form development and implementation, data collection and abstraction, quality assurance review and quality control.

· Contact information and qualifications of each staff member listed.

· The list shall be revised and resubmitted to DCP to reflect changes in staff.

· Identify the facilities where data management activities will be performed.

Case Report Form (CRF) Development and Implementation: 

· The Lead Organization will submit protocol-specific CRFs using the standard set of DCP Chemoprevention CRF Templates and utilizing NCI-approved Common Data Elements (CDEs). 

· The standard DCP CRF template set may be modified to capture the unique data elements (i.e, biomarkers) of each protocol. NCI CDEs, where available, will be used for all CRF modifications. 

· The protocol-specific CRF will be appended to the protocol and submitted to DCP for review and approval. 

· The protocol-specific CRF set will include a CRF completion schedule describing which CRFs will be completed at each clinical event in a protocol-specific logical order. Also include information concerning CRFs that are contingent on other data elements (i.e., questionnaires and laboratory results). Provide a brief description and intended purpose for CRFs created outside the standard DCP CRF template set.

· The DCP monitoring contractor will convert the CRF templates into e-CRFs (electronic screens for data abstraction).

· DCP requires that appropriate site staff work with DCP’s monitoring contractor to revise the CRFs for data base development. Requests for information from the monitoring contractor will be completed by the requested date.

· DCP requires that the Lead Organization will assess planned protocol amendments for impact on the CRFs. Changes to the CRFs must be submitted with the protocol amendment to DCP only by the Lead Organization. The monitoring contractor will make required database changes prior to implementation of the amendment.  

Data Collection:
· A plan for data collection shall be documented. 

· DCP requires that each subject should be identified from a list of codes provided by DCP during the protocol development process. 

· DMP should document the procedures used by the site to maintain the integrity of blinded data (if appropriate). 

· The Lead and Participating Organizations shall enter study data via remote data capture (RDC) into electronic systems hosted by DCP. These systems will be the databases of record and will be used as for official databases for the protocol subject to NCI and FDA audit.

· DMP should specify any data to be collected on tools other than CRF (i.e., nutritional assessment, quality of life) and describe the plan for managing this data. DCP will work with the site to determine if this data can be captured via RDC. The Lead Organization will assess any special data collection requirements from pharmaceutical collaborators or the local institution and address these issues with DCP during protocol development. 

Data Entry and Processing:

· Sites are responsible for entering complete, reliable and accurate study data into electronic systems hosted by DCP. The DMP shall describe acceptable time frames for data entry and data correction.

· DCP requires that the Consortium PI and the Site Leader at the Participating Organizations or designee will be responsible for the review and approval of electronic study data. This will be done using an electronic approval method that is the equivalent of the investigator signature that is required on CRFs for many clinical trials. 

· The DMP should describe the process for review and approval of CRF and all other study data at the Lead Organization and each Participating Organization. 

· The DMP should document the rules for handling data ranges, data types and coding of missing data.

· The DMP must describe quality control procedures; clinically significant data quality and consistency checks, and documentation of changes to data.

· At the completion of a protocol, data in the DCP-hosted electronic systems must be final, complete (all data keyed into the system), cleaned (all data discrepancies must be corrected and completely resolved), audited (all required quality assurance and quality control activities must be performed as well as the final site visit by DCP or their designee) and locked for analysis within three months of the last participant’s exit from the protocol.

· The DMP should specify the processing of any study data collected outside the DCP-hosted electronic systems during the conduct of a protocol as well as at the end of the protocol completion.

Quality Assurance:

· Definition: 
· Quality Assurance: The policy, procedures, and systematic actions established in an organization for the purpose of providing and maintaining a specified degree of confidence in the processes by which the organization develops, maintains, supports, and tests the work being done.
· Quality Control: An aggregate of activities designed to ensure quality work. 
· DCP requires that the system for Quality Assurance be included in the DMP and is approved by DCP prior to study initiation.

· DCP requires that only trained persons may perform QA procedures. Training requirements should be described as well as documentation of training.
· Data entry personnel may not perform Quality Control (QC) checks of his/her own work.  
· Record reviews will be conducted to verify accuracy between the source document, the paper CRF (if applicable) and the electronic data entry screen. The DMP should identify the personnel responsible for performing the record review and define the process and frequency for conducting the quality control checks.  The plan should include:

· Protocol components to be assessed (e.g., informed consent document, inclusion/exclusion criteria, and clinical evaluations).

· System for documenting and tracking the records reviewed 

· Methodology for selecting records for review will be documented in the DMP. Example: Records targeted for review include an adverse event.

· DCP requires that at least 10% of all visits per month undergo QA review. If less than 10 subject visits occurred within a month for a given protocol, one participant visit must be reviewed.

· Sites are responsible for monitoring the quality of data, ensuring a consistent level of quality, identifying potential or actual problems that impact data quality and revising procedures as necessary. The DMP should describe the processes to ensure quality data including problem identification and resolution, communication with the Consortium PI and Site Leader at Participating Organizations.

· When errors are identified, describe steps taken by the site staff to prevent future errors.  Example: Problems identified during the QA review of electronic data will be presented to the PI and data entry staff during a meeting at the site or individually.  Strategies to correct the problem will be discussed by the staff with a written plan of action to correct the problem.  The plan of action will be made available for DCP to review.   

Training:

· Data management staff at the lead organization and participating organizations for each protocol must complete training on electronic systems hosted by DCP. Each staff member must successfully complete the required test cases and demonstrate competency in the tasks he/she will perform for the study. DCP will grant the user the systems access to perform those duties only after training is completed and competency demonstrated.  

· Sites will maintain a record of staff training.

· DCP will provide training through a web-based training program and other remote training methods for the systems hosted by DCP. DCP may offer on-site training as appropriate.
Security:

· All organizations must establish adequate security procedures to maintain the accuracy, reliability, integrity, availability, and confidentiality of all study participant data and other study related data.

· The DMP should include a description of the security plan and should delineate responsibilities and expected behavior of all individuals who have access to study data and systems.  

· Outline methods to protect study data that is not collected in the electronic systems hosted by DCP against loss due to unforeseen system failures. Provide any concerns regarding security requirements.

Record Retention:

· Describe how the clinical records for all participants, including CRFs, all source documentation (containing evidence of study eligibility, history and physical findings, laboratory data, results of consultations, etc.), as well as IRB records and other regulatory documentation will be retained. (May reference protocol)

· Indicate how long the records will be retained and when the process begins. (May reference protocol)

· Explain how the records will be accessible for inspection and copying by authorized persons of the Food and Drug Administration.

Review of Data Management Plan:

· DMPs should be reviewed periodically to evaluate effectiveness and determine the need for revision. The DMP should describe the frequency and process for this review.

· Revised DMPs will be submitted to DCP, PIO for review by the DCP Project Officer, Scientific Monitor and Medical Monitor.
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